
Congressional Record
UNUM

E PLURIBUS

United States
of America PROCEEDINGS AND DEBATES OF THE 106th

 CONGRESS, FIRST SESSION

∑ This ‘‘bullet’’ symbol identifies statements or insertions which are not spoken by a Member of the Senate on the floor.

.

S2059

Vol. 145 WASHINGTON, TUESDAY, MARCH 2, 1999 No. 32

Senate
The Senate met at 9:30 a.m., and was

called to order by the President pro
tempore (Mr. THURMOND).

PRAYER

The Chaplain, Dr. Lloyd John
Ogilvie, offered the following prayer:

Almighty God, Sovereign of history
and personal Lord of our lives, today
we join with Jews throughout the
world in the joyous celebration of
Purim. We thank You for the inspiring
memory of Queen Esther who, in the
fifth century B.C., threw caution to the
wind and interceded with her husband,
the King of Persia, to save the exiled
Jewish people from persecution. The
words of her uncle, Mordecai, sound in
our souls: ‘‘You have come to the king-
dom for such a time as this.’’—Esther
4:14.

Lord of circumstances, we are moved
profoundly by the way You use individ-
uals to accomplish Your plans and ar-
range what seems like coincidence to
bring about Your will for Your people.
You have brought each of us to Your
kingdom for such a time as this. You
whisper in our souls, ‘‘I have plans for
you, plans for good and not for evil, to
give you a future and a hope.’’—Jere-
miah 29:11.

Grant the Senators a heightened
sense of the special role You have for
each of them to play in the unfolding
drama of American history. Give them
a sense of destiny and a deep depend-
ence on Your guidance and grace.

Today, during Purim, we renew our
commitment to fight against sectarian
intolerance in our own hearts and reli-
gious persecution in so many places in
our world. This is Your world; let us
not forget that ‘‘though the wrong
seems oft so strong, You are the Ruler
yet.’’ Amen.
f

RECOGNITION OF THE ACTING
MAJORITY LEADER

The PRESIDENT pro tempore. The
acting majority leader is recognized.

Mr. BOND. Thank you, Mr. Presi-
dent.
f

THE CHAPLAIN’S PRAYER
Mr. BOND. Mr. President, I thank the

Chaplain for the most wonderful words
of guidance.
f

SCHEDULE
Mr. BOND. Mr. President, this morn-

ing the Senate will begin consideration
of S. 314, a bill providing small business
loans regarding the year 2000 computer
problems. Under a previous order, there
will be 1 hour for debate on the bill
equally divided between Senators BOND
and KERRY of Massachusetts with no
amendments in order to be followed by
a vote on passage of the bill at 10:30
a.m. Following that vote, the Senate
will recess to allow Members to attend
a confidential hearing regarding the
Y2K issue in room S. 407 of the Capitol.
At 2:15 p.m., under a previous order,
the Senate will begin consideration of
S. Res. 7, a resolution to fund a special
committee dealing with the Y2K issue.

There will be 3 hours for debate on
the resolution with no amendments or
motions in order. A vote will occur on
adoption of the resolution upon the ex-
piration or yielding back of the time,
which we anticipate to be approxi-
mately 5:15 p.m.

I thank my colleagues for their at-
tention.
f

SMALL BUSINESS YEAR 2000
READINESS ACT

The PRESIDENT pro tempore. The
clerk will report the pending business.

The legislative clerk read as follows:
A bill (S. 314) to provide the loan guarantee

program to address the year 2000 computer
problems of small business concerns, and for
other purposes.

The Senate proceeded to consider the
bill.

Mr. BOND. Mr. President, I thank
you very much. I will begin, although

my colleague and my cosponsor on this
measure is on his way over. Let me
begin the discussion of this measure.

I thank my colleagues, Senators BEN-
NETT and DODD, particularly for the
work of the Special Committee on the
Year 2000 Technology Problem commu-
nicating to both the government agen-
cies and the private sector about the
seriousness of the year 2000 computer
problem. I look forward to their pres-
entations to the Senate today on the
potential economic and national secu-
rity concerns that this problem raises.
I also thank Senators BENNETT and
DODD, and particularly my ranking
member, Senator KERRY, the ranking
member of the Small Business Com-
mittee, for their cooperation and valu-
able assistance in the drafting of this
important piece of legislation.

As my colleagues on the Committee
on Small Business and the Special
Committee on the Year 2000 Tech-
nology Problem know very well, the
year 2000 computer problems may po-
tentially cause great economic hard-
ships and disruptions to numerous
Americans and to numerous sectors of
our economy. I am very pleased that
the Senate has decided to make this
problem one of its top priorities and
has scheduled discussions on this topic
early in the legislative session this
year. It is commendable that the Sen-
ate is taking action on this problem
quickly, and that we are taking action
before the calamity happens, instead of
after it occurs, which could otherwise
be the case.

It is imperative that we move quick-
ly on this measure. And I hope that we
can work with our colleagues in the
House to pass it and send it to the
President, because by definition, since
this is 1999, the year 2000 problem
grows closer every day with the coming
of the end of this calendar year.

The bill before us is an important
step toward ensuring the continuing vi-
ability of many small businesses after



CONGRESSIONAL RECORD — SENATES2060 March 2, 1999
December 31, 1999. The bill will estab-
lish a loan guarantee program to be ad-
ministered by the Small Business Ad-
ministration that will provide small
businesses with capital to correct their
Year 2000 computer problems and pro-
vide relief from economic injuries sus-
tained as a result of Y2K computer
problems. Last year I introduced a
similar bill that the Committee on
Small Business adopted by an 18–0 vote
and that the full Senate approved by
unanimous consent. Unfortunately, the
House of Representatives did not act
on the legislation prior to adjourn-
ment. I reintroduced the bill this year
because the consequences of Congress
not taking action to assist small busi-
nesses with their Y2K problems are too
severe to ignore. My colleagues on the
Committee on Small Business unani-
mously approved this legislation once
again and I sincerely hope that we can
pass this bill, and as I said earlier, that
the House of Representatives will act
on this legislation promptly.

The problem that awaits this coun-
try, and indeed the entire world, at the
end of this year is that many comput-
ers and processors in automated sys-
tems will fail because such systems
will not recognize the Year 2000. Small
businesses that are dependent upon
computer technology, either indirectly
or directly, could face failures that
could jeopardize their economic fu-
tures. In fact, a small business is at
risk if it uses any computers in its
business, if it has customized software,
if it is conducting e-commerce, if it ac-
cepts credit card payments, if it uses a
service bureau for its payroll, if it de-
pends on a data bank for information,
if it has automated equipment for com-
municating with its sales or service
force or if it has automated manufac-
turing equipment.

Last June, the Committee on Small
Business, which I chair, held hearings
on the effect the Y2K problem will have
on small businesses. The outlook is not
good—in fact it is poor at best, particu-
larly for the smallest business. The
Committee received testimony that
the entities most at risk from Y2K fail-
ures are small and medium-sized com-
panies, not larger companies. Two
major reasons for this anomaly is that
many small companies have not begun
to realize how much of a problem Y2K
failures could be for them, and many
may not have the access to capital to
cure such problems before they cause
disastrous results.

A study on Small Business and the
Y2K Problem sponsored by Wells Fargo
Bank and the NFIB found that an esti-
mated 4.75 million small employers are
potentially subject subject to the Y2K
problem. The committee has also re-
ceived alarming statistics on the num-
ber of small businesses that could po-
tentially face business failure or pro-
longed inactivity due to the Year 2000
computer problem. The Gartner Group,
an international information tech-
nology consulting firm, has estimated
that between 50% and 60% of small

companies worldwide would experience
at least one mission critical failure as
a result of Y2K computer problems.
The committee has also received infor-
mation indicating that approximately
750,000 small businesses may either
shut down due to the Y2K problem or
be severely crippled if they do not take
action to cure their Y2K problems.

Such failures and business inactivity
affect not only the employees and own-
ers of small businesses, but also their
creditors, suppliers and customers.
Lenders will face significant losses if
their small business borrowers either
go out of business or have a sustained
period in which they cannot operate.
Most importantly, however, is the fact
that up to 7.5 million families may face
the loss of paychecks for a sustained
period of time if small businesses do
not remedy their Y2K problems. Given
these facts, it is easy to forecast that
there will be severe economic con-
sequences if small businesses do not be-
come Y2K compliant in time and there
are only 10 months to go. Indeed the
countdown is on.

A good example of how small busi-
nesses are dramatically affected by the
Y2K problem is the experience of Lloyd
Davis, the owner of Golden Plains Agri-
cultural Technologies, Inc., a farm
equipment manufacturer in Colby,
Kansas. Like many small business own-
ers, Mr. Davis’ business depends on
trailing an international information
technology consulting firm, has esti-
mated that between 50% and 60% of
small companies worldwide would ex-
perience at least one mission critical
failure as a result of Y2K computer
problems. The Committee has also re-
ceived information indicating that ap-
proximately 750,000 small businesses
may either shut down due to the Y2K
problem or be severely crippled if they
do not take action to cure their Y2K
problems.

Such failures and business inactivity
affect not only the employees and own-
ers of small businesses but also their
creditors, suppliers and customers.
Lenders will face significant losses if
their small business borrowers either
go out of business or have a sustained
period in which they cannot operate.
Most importantly, however, is the fact
that up to 7.5 million families may face
the loss of paychecks for a sustained
period of time if small businesses do
not remedy their Y2K problems. Given
these facts, it is easy to forecast that
there will be severe economic con-
sequences if small businesses do not be-
come Y2K compliant in time and there
are only 10 months to go. Indeed the
countdown is on.

A good example of how small busi-
nesses are dramatically affected by the
Y2K problem is the experience of Lloyd
Davis, the owner of Golden Fields Agri-
cultural Technologies, Inc., a farm
equipment manufacturer in Colby,
Kansas. Like many small business own-
ers, Mr. Davis’ business depends on
trailing technology purchased over the
years, including 386 computers running

custom software. Mr. Davis uses his
equipment to run his entire business,
including handling the company’s pay-
roll, inventory control, and mainte-
nance of large databases on his cus-
tomers and their specific needs. In ad-
dition, Golden Fields has a web site
and sells the farm equipment it manu-
factures over the internet.

Unlike many small business owners,
however, Mr. Davis is aware of the Y2K
problem and tested his equipment to
see if it could handle the Year 2000. His
tests confirmed his fear—the equip-
ment and software could not process
the year 2000 date and would not work
properly after December 31, 1999. That
is when Mr. Davis’ problems began.
Golden Fields had to purchase an up-
graded software package. That cost
$16,000. Of course, the upgraded soft-
ware would not run on 386 computers,
so Golden Fields had to upgrade to new
hardware. Golden Fields had a com-
puter on each of its 11 employees’
desks, so that each employee could ac-
cess the program that essentially ran
the company and assist filling the
internet orders the company received.
Replacing all the hardware would have
cost Golden Fields $55,000. Therefore
Golden Fields needed to expend $71,000
just to put itself in the same position
it was in before the Y2K problem.

Like many small business owners
facing a large expenditure, Mr. Davis
went to his bank to obtain a loan to
pay for the necessary upgrades. Be-
cause Golden Fields was not already
Y2K compliant, his bank refused him a
loan because it had rated his compa-
ny’s existing loans as ‘‘high-risk.’’
Golden Fields was clearly caught in a
Catch-22 situation. Nevertheless, Mr.
Davis scrambled to save his company.
He decided to lease the new hardware
instead of purchasing it, but he will
pay a price that ultimately will be
more expensive than conventional fi-
nancing. Moreover, instead of replacing
11 computers, Golden Fields only re-
placed six at a cost of approximately
$23,000. Golden Fields will be less effi-
cient as a result. The experience of Mr.
Davis and Golden Fields has been and
will continue to be repeated across the
country as small businesses realize the
impact the Y2K problem will have on
their business.

A recent survey conducted by Arthur
Andersen’s Enterprise Group on behalf
of National Small Business United in-
dicates that, like Golden Fields, many
small businesses will incur significant
costs to become Y2K compliant and are
very concerned about it. The survey
found that to become Y2K compliant,
29% of small businesses will purchase
additional hardware, 24% will replace
existing hardware and 17% will need to
convert their entire computer system.
When then asked their most difficult
challenge relating to their information
technology, more than 54% of the busi-
nesses surveyed cited ‘‘affording the
cost.’’ Congress must ensure that these
businesses do not have the same trou-
ble obtaining financing for their Y2K
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corrections as Mr. Davis and Golden
Fields Agricultural Technologies.
Moreover, Congress must deal with the
concerns that have recently been
raised that there may be a ‘‘credit
crunch’’ this year with businesses, es-
pecially small businesses, unable to ob-
tain financing for any purposes if they
are not Y2K compliant.

In addition to the costs involved,
there is abundant evidence that small
businesses are, to date, generally un-
prepared for, and in certain cir-
cumstances, unaware of the Y2K prob-
lem. The NFIB’s most recent survey in-
dicates that 40 percent of small busi-
nesses don’t plan on taking action or
do not believe the problem is serious
enough to worry about. In addition, the
Gartner Group has estimated that only
5 percent of small companies worldwide
had repaired their Y2K computer prob-
lems as of the third quarter of 1998.

The Small Business Year 2000 Readi-
ness Act that the Senate is considering
today will serve the dual purpose of
providing small businesses with the
means to continue operating success-
fully after January 1, 2000, and making
lenders and small firms more aware of
the dangers that lie ahead. The act re-
quires the Small Business Administra-
tion to establish a limited-term loan
program whereby SBA guarantees the
principal amount of a loan made by a
private lender to assist small busi-
nesses in correcting Year 2000 com-
puter problems. The problem will also
provide working capital loans to small
businesses that incur substantial eco-
nomic injury suffered as a direct result
of its own Y2K computer problems or
some other entity’s Y2K computer
problems.

Each lender that participates in the
SBA’s 7(a) business loan program is eli-
gible to participate in the Y2K loan
program. This includes more than 6,000
lenders located across the country. To
ensure that the SBA can roll out the
loan program promptly, the act per-
mits a lender to process Y2K loans pur-
suant to any of the procedures that the
SBA has already authorized for that
lender. Moreover, to assist small busi-
ness that may have difficulty sustain-
ing sufficient cash flows while develop-
ing Y2K solutions, the loan program
will permit flexible financing terms so
small businesses are able to service the
new debt with available cash flow. For
example, under certain circumstances,
a borrower may defer principal pay-
ments for up to a year. Once the Y2K
problem is behind us, the act provides
that the loan program will sunset.

To assure that the loan program is
made available to those small busi-
nesses that need it and to increase
awareness of the Y2K problem, the leg-
islation requires that SBA market this
program aggressively to all eligible
lenders. Awareness of this loan pro-
gram’s availability is of paramount im-
portance. Financial institutions are
currently required by federal banking
regulators to contact their customers
to ensure that they are Y2K compliant.

The existence of a loan program de-
signed to finance Y2K corrections will
give financial institutions a specific so-
lution to offer small companies that
may not be eligible for additional pri-
vate capital and will focus the atten-
tion of financial institutions and, in
turn, their small business customers to
the Y2K problem. To increase aware-
ness of this program, I have already
contacted the governor of each State
to make them aware of the potential
availability of the program. Moreover,
so that we can state that we directed
our best efforts to mitigating the Year
2000 problem, I am seeking to find
other ways that the Federal govern-
ment can assist State efforts to help
small businesses become Y2K compli-
ant.

The Small Business Year 2000 Readi-
ness Act is a necessary step to ensure
that the economic health of this coun-
try is not marred by a substantial
number of small business failures fol-
lowing January 1, 2000, and that small
businesses continue to be the fastest
growing segment of our economy in the
Year 2000 and beyond.

Mr. President, I thank the Chair, and
I yield to my good friend and distin-
guished colleague from Massachusetts,
the ranking member of the Small Busi-
ness Committee.

The PRESIDING OFFICER (Mr.
CRAPO). The Senator from Massachu-
setts is recognized.

Mr. KERRY. I thank the Chair. I
thank my colleague, the chairman of
the committee. I thank him for his
work on this act and for his leadership
within the committee so that we can
proceed as he has described.

Most of the media attention with re-
spect to the Y2K problem has been on
big businesses, the challenges they face
and the costs they are going to bear in
order to fix the problem. But as my
colleague has mentioned, small busi-
nesses face the same effects of Y2K as
big businesses. However, they often
have little or no resources available to
devote to detecting the extent of the
problem or to developing a workable
and cost-effective solution. That is why
we on the Small Business Committee
are proceeding with this particular re-
sponse which I think is most impor-
tant.

It is in our economic best interest to
make sure that all of our small busi-
nesses, some 20 million if we include
the self-employed—are up and running
soundly and effectively, creating jobs
and providing services, on and after
January 1 of the year 2000.

There are a lot of questions about
what the full impact of the Y2K prob-
lem is going to be. Is it going to bring
a whole series of nationwide glitches?
Could it, in fact, induce a worldwide re-
cession?

One hears differing opinions on the
extent of that. I was recently at the
World Economic Forum in Davos, Swit-
zerland, and there was a considerable
amount of focus there from sizable
numbers of companies on this issue. I

think it is fair to say that here in the
United States we have had a greater re-
sponse than has taken place in Europe
or in many other countries. But it is
interesting to note that the Social Se-
curity Administration, I understand,
spent about 6 years and some 600 peo-
ple, and spent upwards of $1 billion, in
order to be ready and capable of deal-
ing with the Y2K problem. Other De-
partments have spent significant
amounts of money as well and have had
very large teams of people working in
order to guarantee that they are going
to be safe. Compared to that, you have
very large entities in Europe and else-
where that are only just beginning.

So, if you look at the numbers of peo-
ple and the amount of money and the
amount of years people have been
spending in order to try to put together
solutions—obviously those experiences
can be helpful to many other entities
around the world as we cope with this
problem. But the bottom line is, we
know our economy is interdependent.
We know that most of our technology,
interdependent as it is, is date-depend-
ent, and much of it is incapable of dis-
tinguishing between the years 2000 and
1900.

We have 10 short months now to be-
come completely Y2K compliant, and
national studies have found that the
majority of small businesses in the
United States are not ready and they
are not even preparing. Specifically,
the 1998 ‘‘Survey of Small and Mid-
Sized Business’’ by Arthur Andersen
Enterprise Group and National Small
Business United found that only 62 per-
cent of all small- and mid-sized busi-
nesses have even begun addressing Y2K
issues. The good news is that a greater
percentage of small- and mid-sized
businesses are preparing for Y2K than
last summer. The bad news is that they
have only just begun that process and a
significant group is taking a ‘‘wait and
see’’ approach.

On a local level, Y2K consultants and
commercial lenders in Massachusetts,
from Bank Boston to the Bay State
Savings Bank, tell us of reactions to
the Y2K dilemma that vary from com-
plete and total ignorance, or complete
and total denial, to paralysis or simply
to apathy.

I will give you an example. Bob Mil-
ler, the president of Cambridge Re-
source Group in Braintree, MA, shared
with us what he has observed. Though
his company specializes in the Y2K
compliance of systems with embedded
processors for Fortune 1000 companies
and large State projects, he knows how
real the technology problem is and how
expensive a consultant can be. He has
tried to help small companies through
free seminars, but literally no one
shows up. One time, in Maine, only 2
out of 400 companies responded. ‘‘Small
businesses just don’t get it. Many
think it is a big company problem, but
it is not. It will bite them,’’ says Mr.
Miller. He advises companies to start
now, and to build a contingency plan
first, because it is so late in the game.
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The owner of Coventry Spares, Ltd.,

a vintage motorcycle parts company,
would not disagree with that. John
Healy was one of those small business
owners who thought it was somebody
else’s problem. It couldn’t happen to
him. Luckily for John Healy and his
business, he got a scare and so he de-
cided to test his computer system by
creating a purchase order for motor-
cycle pistons with a receivable date of
early January 2000. So what happened
when he put the order into his system?
He punched a key and he waited for his
software to calculate how many days it
would take to receive the order. He got
back a series of question marks.

Then he turned to the company’s
software that publishes its ‘‘Vintage
Bikes’’ magazine and he tested it with
a 2000 date. His indispensable machine
told him the date was not valid.

Mr. Healy’s computer problems are,
ironically, compounded by his own
Yankee ingenuity. As his business
evolved, he combined and customized a
mishmash of computer systems. It
saved money, it worked well, handling
everything from the payroll to inven-
tory management, but making these
software programs of the various com-
puters Y2K-compliant is all but impos-
sible. As Mr. Healy said:

‘‘[These programs] handle 85 percent of the
business that makes me money. If I didn’t fix
this by the year 2000, I couldn’t do anything.
I’d be a dead duck in the water.’’

When all is said and done, Mr. Healy
estimates he is going to pay more than
$20,000 to become Y2K-compliant, and
that includes the cost of new hardware,
operating system and database soft-
ware and conversion.

So, how do we reach those small busi-
ness owners who have been slow to act,
or who, to date, have no plans at all to
act? How do we help them facilitate as-
sessment and remediation of their busi-
nesses? We believe the way we do that
is by making the solution affordable.

According to the same Andersen and
NSBU study that I quoted a moment
ago, 54 percent of all respondents said
‘‘affording the cost [was the] most dif-
ficult challenge in dealing with infor-
mation technology.’’

That sentiment was echoed by David
Eddy, who is a Y2K consultant who
owns Software Sales Group in Boston,
and who testified before the Small
Business Committee when we were put-
ting this legislation together last June.
Mr. Eddy recently wrote:

‘‘Basically, all of our customers are having
trouble paying for Y2K. . ..The cost varies
from client to client, but no business has
‘‘extra’’ money around, so they are strug-
gling.’’

So, Mr. President, cost is a very le-
gitimate, albeit risky, reason to delay
addressing the Y2K problem—saving
until you are a little ahead or waiting
until the last possible moment to take
on new debt to finance changes. Those
are strategies that many companies
are forced to adopt, but those are strat-
egies that can still leave you behind
the eight ball as of January 1, year
2000.

If you own your own facility, you
have to ask yourself, Is the security
system going to need an upgrade? What
will the replacement cost be? Will sim-
ple things work? Will the sprinklers in
your plant work? What happens if
there is a fire? If you own a dry clean-
ing store and you hire a consultant to
assess the equipment in your franchise,
will remediation eat up all of your
profit and set you back?

These are the basic questions of any
small business person in this country.
Some business owners literally cannot
afford to hear the answers to those
questions. It may come down to a
choice between debt or dissolution, or
rolling the dice, which is what a lot of
small companies are deciding to do.
They say to themselves: I can’t really
afford to do it, I am not sure what the
implications are, I am small enough
that I assume I can put the pieces to-
gether at the last moment—so they are
going to roll the dice and see what hap-
pens.

There is another problem with wait-
ing. Just as regulators have forced
lenders to bring their systems into
compliance, the lenders themselves are
now requesting the same compliance of
existing borrowers and loan applicants.
In Massachusetts, for instance, the
Danvers Savings Bank, one of the
State’s top SBA lenders, has stated
publicly that it will not make loans to
businesses unless they are in control of
their Y2K problems. The bank fears
that if a small company isn’t prepared
for Y2K problems, it could adversely af-
fect its business, which could then, ob-
viously, adversely affect the loan that
the bank has made and the small busi-
ness ability to repay the loan, which
adversely affects the bottom line for
the bank.

The Year 2000 Readiness Act gives el-
igible business owners a viable option.
And that is why we ask our colleagues
to join in supporting this legislation
today.

This legislation will make it easy for
lenders, and timely for borrowers, and
it is similar to the small business loan
bill that I introduced last year in Con-
gress. It expands the 7(a) loan program,
one of the most popular and successful
guaranteed lending programs of the
Small Business Administration.

Currently, this program gives small
businesses credit, including working
capital, to grow their companies. If the
Year 2000 Readiness Act is enacted,
those loans can be used until the end of
the year 2000 to address Y2K problems
ranging from the upgrade or replace-
ment of date-dependent equipment and
software to relief from economic injury
caused by Y2K disruptions, such as
power outages or temporary gaps in de-
liveries of supplies and inventory.

The terms of 7(a) loans are very fa-
miliar to those, obviously, within the
small business community, and they
have taken advantage of them. The
fact is, these loans are very easy to
apply for and to process. They are
structured to be approved or denied, in

most cases, in less than 48 hours. So for
those who fear paperwork or fear the
old reputation of some Government
agencies, we believe this is a place
where they can find a quick answer and
quick help to their problems. We ex-
pect the average Y2K loan to be less
than $100,000.

In addition, Mr. President, to give
lenders an incentive to make 7(a) loans
to small businesses for Y2K problems,
the act raises the Government guaran-
ties of the existing program by 10 per-
cent, from 80 percent to 90 percent for
loans of $100,000 or less, and from 75 to
85 percent for loans of more than
$100,000. Under special circumstances,
the act also raises the dollar cap of
loan guarantees from $750,000 to $1 mil-
lion for Y2K loans.

Eligible lenders can use the SBA Ex-
press Pilot Program to process Y2K
loans. Under this pilot, lenders can use
their own paperwork and make same-
day approval, so there can be a stream-
lined process without a whole lot of du-
plication for small businesses, which
we know is one of the things that most
drives small business people crazy. The
tradeoff for the ease and loan approval
autonomy is a greater share of the loan
risk. Unlike the general 7(a) loans,
SBA Express Pilot loans are guaran-
teed at 50 percent.

We know that many small-business
owners also have shoestring budgets,
and that they are going to be hard-
pressed to pay for another monthly ex-
pense. With this in mind, we have de-
signed the Small Business Year 2000
Readiness Act to encourage lenders to
work with small businesses addressing
Y2K-related problems by arranging for
affordable financing terms. For exam-
ple, when quality of credit comes into
question, lenders are directed to re-
solve reasonable doubts about the ap-
plicant’s ability to repay the debt in
favor of the borrower. And, when war-
ranted, borrowers can get a morato-
rium for up to 1 year on principal pay-
ments on Y2K 7(a) loans, beginning
when the loans are originated.

Mr. President, one final comment. As
important as this Y2K loan program is,
in my judgment, it has to be available
in addition to, not in lieu of, the exist-
ing 7(a) program. It is a vital capital
source for small businesses. We pro-
vided 42,000 loans in 1998, and they to-
taled $9 billion. That is not an insig-
nificant sum. What we do not want to
have happen is to diminish the eco-
nomic up side of that kind of lending.
With defaults down—and they are—and
recoveries up and the Government’s
true cost under the subsidy rate at 1.39
percent, we should not create burdens
that would slow or reverse the positive
trend that we have been able to create.

To protect the existing 7(a) program,
we have to make certain that it is ade-
quately funded for fiscal years 1999 and
2000. And because the Y2K loan pro-
gram is going to be part of the 7(a)
business lending program, funds that
have already been appropriated for the
7(a) program can be used for the Y2K
loan program.
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Already this year, demand for that

lending is running very high. Typi-
cally, the demand for 7(a) loans in-
creases by as much as 10 percent in the
spring and in the summer. So we are
entering the high season of cyclical
lending within the SBA itself. If that
holds true for the current fiscal year,
the program may use nearly all of its
funds to meet the regular loan demand.
There may be even greater demand for
Y2K lending as people become more
aware of the problem with increased
publicity and discussion of it in a na-
tional dialogue.

Under these circumstances, we need
to be diligent about monitoring the
7(a) loan program to make certain
there is adequate funding. I appreciate
that Chairman BOND, who also serves
on the Appropriations Committee,
shares this concern and has agreed to
work with me to secure the necessary
funds targeted specifically for the Y2K
loan program, and I thank Chairman
BOND for his commitment.

I also thank Senators BENNETT and
DODD and the Small Business Adminis-
tration for working with our commit-
tee on this important initiative. We
have tackled some tough policy issues,
and the give-and-take, I believe, has
made this legislation more helpful for
businesses that face the Y2K problems.

I am very hopeful that all of our col-
leagues will join with us in voting yes
today and that our friends on the
House side will act as quickly as pos-
sible to pass S. 314. It is, obviously, a
good program that will have a profound
impact on the year 2000 and on the
long-term economic prospects of our
Nation.

Mr. President, I reserve the remain-
der of our time.

Mr. BOND addressed the Chair.
The PRESIDING OFFICER. Senator

BOND.
Mr. BOND. Mr. President, I thank the

ranking member, once again. His work
on this measure, as so many others,
and the work of his staff has been es-
sential to assuring a product that
meets the needs of small business and
also deals with legitimate concerns
which were raised initially by the SBA
and others, and we are grateful to him
for that effort. I thank him for his
strong leadership and the very compel-
ling case he makes.

Obviously, all the members of the
Small Business Committee believe very
strongly that small business needs
some help, and we would love to have
more people talking about the Y2K
problem, but I should advise my col-
leagues, and those who are watching,
that there is, as we speak, a hearing
going on in the Y2K Committee where
Senator DODD and Senator BENNETT are
exploring some of the other issues.

This is really ‘‘Y2K Day’’ in the Sen-
ate because, as I stated in the opening,
when we finish the vote on this meas-
ure—which I hope will be overwhelm-
ing in favor of it—there will be a con-
fidential hearing regarding the Y2K
issue in room S–407, and at 2:15 p.m., we

will begin consideration of a resolution
to fund this special committee dealing
with the Y2K issues.

I noticed on one of the morning tele-
vision shows that we are getting some
good coverage and discussion in the
media about the Y2K problem, and
today certainly the Senate has ex-
plored in many, many different aspects
how we can help smooth the transition
to January 1, 2000, and beyond, when
computers, if they are not fixed, might
think that it is 1900 all over again.

Mr. President, we invite Members
who want to come down to speak on
this issue to do so. We hope they will
have some time. We have 20 minutes
more. And after, I may use some time
on another matter, but I want to find
out if there are other Members who
wish to address the Y2K problem first.

I yield the floor.
Ms. LANDRIEU. Mr. President, today

I rise in support of S. 314, the Small
Business Year 2000 Readiness Act. I
also want to thank Chairman BOND and
Senator KERRY for their leadership on
this issue. Without this legislation a
large percentage of the 97,000 small
businesses in Louisiana and nearly 5
million small business nationwide
would not have access to needed credit
necessary to repair Year 2000 computer
problems.

According to recent studies and in-
formation provided to the Senate
Small Business Committee, as esti-
mated 750,000 small businesses are at
risk of being temporarily shut down or
incurring significant financial loss. An-
other four million businesses could be
affected in other ways. In fact, any
small business is at risk if it uses any
computers in its business or related
computer applications. For example,
any e-commerce business or other busi-
nesses that use credit card payments,
the use of a service bureau for its pay-
roll, or automated manufacturing
equipment could be affected. It is dif-
ficult to predict how serious the impli-
cations could be. But it is clear that if
the Congress does not act, millions of
small businesses, so important to our
national economy, and millions of fam-
ilies dependent on these enterprises
will suffer greatly.

A recent survey conducted on behalf
of National Federation of Independent
Business, NFIB, by Arthur Andersen
indicated that many small businesses
will incur significant costs to become
Y2K compliant and are very concerned.
The survey found that to become Y2K
compliant, 29 percent of small to me-
dium sized businesses will purchase ad-
ditional hardware, 24 percent will re-
place existing hardware and 17 percent
will need to convert their entire com-
puter system. Then, when asked their
most difficult challenge relating to
their information technology, more
than 54 percent of the businesses sur-
veyed cited ‘‘affording the cost.’’

However, according to the NFIB,
while these studies indicated many are
worried, 40 percent of small businesses
don’t plan on taking action or do not

believe the problem is serious enough
to worry about. Fortunately, the Small
Business Year 2000 Readiness Act, tries
to address this problem as well as other
credit issues, facing small businesses.
First and foremost, it allows the Small
Business Administration the authority
to expand its guaranteed loan program
to provide these businesses with the
means to continue operating success-
fully after January 1, 2000. Moreover, it
will provide technical assistance in
order to help educate lenders and small
firms about the dangers that lie ahead.
And, finally, this measure allows small
businesses to use Y2K loan proceeds to
offset economic injury sustained after
the year 2000, due to associated com-
puter glitch problems.

Mr. President, with less than a year
to go, and many small businesses not
prepared for the unforeseeable con-
sequences, Congress must respond ex-
peditiously with the passage of this
legislation. Without adequate capital
and computer related costs that could
result in millions of dollars of dam-
ages, the economic consequences could
be severe. This legislation is a very
positive step to help mitigate the po-
tential loss of thousands of small busi-
nesses and the associated impact on
our States’ and national economies.

I ask that my colleagues join me in
support of this critical legislation and
know that the Congress will be able to
send a positive message with the enact-
ment of this legislation in the very
near future.

Thank you, I yield the floor.
Mr. KERRY addressed the Chair.
The PRESIDING OFFICER. The Sen-

ator from Massachusetts.
Mr. KERRY. Mr. President, I yield 3

minutes to the Senator from Vermont.
The PRESIDING OFFICER. The Sen-

ator from Vermont is recognized for 3
minutes.

Mr. LEAHY. Mr. President, there
have been a number of hearings on
Y2K. One was held yesterday in the Ju-
diciary Committee. And in that meet-
ing I offered a very simple and direct
principle: Our goal should be to encour-
age Y2K compliance. No matter how
much we talk about liabilities or who
is to blame, or anything else, the bot-
tom line is for people who want to go
from December 31 to January 1, at the
end of this year, we should look for
compliance. That is what we are doing
by passing this, the Small Business
Year 2000 Readiness Act, S. 314. It of-
fers help to small businesses working
to remedy their computer systems be-
fore the millennium bug hits.

I want to commend Senators BOND
and KERRY for their bipartisan leader-
ship in the Small Business Committee
on this bill. It is going to support small
businesses around the country in the
Y2K remedial efforts. I am proud to be
a cosponsor of this legislation.

We know that small businesses are
the backbone of our economy, whether
it is the corner market in a small city,
or the family farm, or a smalltown doc-
tor. In my home State of Vermont, 98
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percent of the businesses are small
businesses. They have limited re-
sources. That is why it is important to
provide these small businesses with the
resources to correct their Y2K prob-
lems —but to do it now.

Last month, for example, I hosted a
Y2K conference in Vermont to help
small businesses prepare for the year
2000. Hundreds of small business owners
from across Vermont attended this
conference. They took time out of their
work so they could learn how to mini-
mize or eliminate Y2K computer prob-
lems. Those who could not join us at
the site joined us by interactive tele-
vision around the State.

Vermonters are working hard to
identify their vulnerabilities. They
should be encouraged and assisted in
these efforts. That is the right ap-
proach. The right approach is not to
seek blame but to fix as many of the
problems ahead of time as we can. Ulti-
mately, the best business policy—actu-
ally, the best defense against Y2K-
based lawsuits—is to be Y2K compli-
ant.

The prospect of Y2K problems re-
quires remedial efforts and increased
compliance, not to look back on Janu-
ary 1 and find out who was at fault but
to look forward on March 2 and say
what can we do to fix it.

Unfortunately, not all small busi-
nesses are doing enough to address the
year 2000 issue because of a lack of re-
sources in many cases. They face Y2K
problems both directly and indirectly
through their suppliers, customers and
financial institutions. As recently as
last October the NFIB testified: ‘‘A
fifth of them do not understand that
there is a Y2K problem. . . . They are
not aware of it. A fifth of them are cur-
rently taking action. A fifth have not
taken action but plan to take action,
and two-fifths are aware of the problem
but do not plan to take any action
prior to the year 2000.’’ Indeed, the
Small Business Administration re-
cently warned that 330,000 small busi-
nesses are at risk of closing down as a
result of Y2K problems, and another
370,000 could be temporarily or perma-
nently hobbled.

Federal and State government agen-
cies have entire departments working
on this problem. Utilities, financial in-
stitutions, telecommunications compa-
nies, and other large companies have
information technology divisions
working to make corrections to keep
their systems running. They have ar-
mies of workers—but small businesses
do not.

Small businesses are the backbone of
our economy, from the city corner
market to the family farm to the
small-town doctor. In my home State
of Vermont, 98 percent of the busi-
nesses are small businesses with lim-
ited resources. That is why it is so im-
portant to provide small businesses
with the resources to correct their Y2K
problems now.

Last month, I hosted a Y2K con-
ference in Vermont to help small busi-

nesses prepare for 2000. Hundreds of
small business owners from across Ver-
mont attended the conference to learn
how to minimize or eliminate their
Y2K computer problems. Vermonters
are working hard to identify their Y2K
vulnerabilities and prepare action
plans to resolve them. They should be
encouraged and assisted in these im-
portant efforts.

This is the right approach. We have
to fix as many of these problems ahead
of time as we can. Ultimately, the best
business policy and the best defense
against Y2K-based lawsuits is to be
Y2K compliant.

I am studying the Report from our
Special Committee on the Year 2000
Technology Problem and thank Chair-
man BENNETT and Vice Chairman DODD
for the work of that Committee. I note
that they are just beginning their as-
sessment of litigation. As they indicate
in the Report released today: ‘‘The
Committee plans to hold hearings and
work closely with the Judiciary and
Commerce Committees to make legis-
lative proposals in this area.’’

I understand that the Special Com-
mittee is planning hearings on Y2K
litigation soon. As best anyone has
been able to indicate to me, only 52
Y2K-related lawsuits have been com-
menced to date. Of those, several have
already been concluded with 12 having
been settled and 8 dismissed.

At our Judiciary Committee hearing
earlier this week we heard from a small
businessman from Michigan who was
one of the first Y2K plaintiffs in the
country. He had to sue to obtain relief
from a company that sold him a com-
puter and cash register system that
would not accept credit cards that ex-
pired after January 1, 2000 and crashed.

We also heard from an attorney who
prevailed on behalf of thousands of doc-
tors in an early Y2K class action
against a company that provided medi-
cal office software that was not Y2K
compliant.

Recent legislative proposals by Sen-
ator HATCH and by Senator MCCAIN
raise many questions that need to be
answered before they move forward. I
look to the hearings before the Special
Committee and to additional hearings
before the Judiciary Committee to
gather the factual information that we
need in order to make good judgments
about these matters. We heard Monday
of a number of serious concerns from
the Department of Justice with these
recent proposals. Those concerns are
real and need to be addressed.

If we do not proceed carefully, broad
liability limitation legislation could
reward the irresponsible at the expense
of the innocent. That would not be fair
or responsible. Removing accountabil-
ity from the law removes one of the
principal incentives to find solutions
before problems develop.

Why would congressional consider-
ation or passage of special immunity
legislation make anyone more likely to
expend the resources needed to fix its
computer systems to be ready for the

millennium? Is it not at least as likely
to have just the opposite effect? Why
should individuals, businesses and gov-
ernments act comprehensively now if
the law is changed to allow you to
wait, see what problems develop and
then use the 90-day ‘‘cooling off’’ pe-
riod after receiving detailed written
notice of the problem to think about
coming into compliance? Why not wait
and see what solutions are developed
by others and draw from them later in
the three-month grace period, after the
harm is done and only if someone com-
plains?

I would rather continue the incen-
tives our civil justice systems allows to
encourage compliance and remediation
efforts now, in advance of the harm. I
would rather reward responsible busi-
ness owners who are already making
the investments necessary to have
their computer systems fixed for Y2K.

I sense that some may be seeking to
use fear of the Y2K millennium bug to
revive failed liability limitation legis-
lation of the past. These controversial
proposals may be good politics in some
circles, but they are not true solutions
to the Y2K problem. Instead, we should
be looking to the future and creating
incentives in this country and around
the world for accelerating our efforts
to resolve potential Y2K problems be-
fore they cause harm.

I also share the concerns of the Spe-
cial Committee that ‘‘disclosure of Y2K
compliance is poor.’’ We just do not
have reliable assessments of the prob-
lem or of how compliance efforts are
going. In particular, I remain espe-
cially concerned with the Special Com-
mittee’s report that: ‘‘Despite an SEC
rule requiring Y2K disclosure of public
corporations, companies are reluctant
to report poor compliance.’’ I have
heard estimates that hundreds if not
thousands of public companies are not
in compliance with SEC disclosure
rules designed to protect investors and
the general public.

I hope that the Special Committee
will follow through on its announced
‘‘plans to address certain key sectors
in 1999 where there has been extreme
reluctance to disclose Y2K compli-
ance.’’ We should not be rewarding
companies that have not fulfilled their
disclosure responsibilities by providing
them any liability limitation protec-
tions.

On the contrary, after all the talk
earlier this year about the importance
of the rule of law, we ought to do more
to enforce these fundamental disclo-
sure requirements. As the Special Com-
mittee reports: ‘‘Without meaningful
disclosure, it is impossible for firms to
properly assess their own risks and de-
velop necessary contingency plans.

Disclosure is also important in the
context of congressional oversight. The
Special Committee will continue to
promote this important goal in 1999.’’
The Senate should do nothing to under-
cut this effort toward greater disclo-
sure in accordance with law.
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Sweeping liability protection has the

potential to do great harm. Such legis-
lation may restrict the rights of con-
sumers, small businesses, family farm-
ers, State and local governments and
the Federal Government from seeking
redress for the harm caused by Y2K
computer failures. It seeks to restruc-
ture the laws of the 50 states through
federal preemption. Moreover, it runs
the risk of discouraging businesses
from taking responsible steps to cure
their Y2K problems now before it is too
late.

By focusing attention on liability
limiting proposals instead of on the
disclosures and remedial steps that
need to be taken now, Congress is being
distracted from what should be our
principal focus—encouraging Y2K com-
pliance and the prompt remedial ef-
forts that are necessary now, in 1999.

The international aspect of this prob-
lem is also looming as one of the most
important. As Americans work hard to
bring our systems into compliance, we
encounter a world in which other coun-
tries are not as far along in their ef-
forts and foreign suppliers to U.S. com-
panies pose significant risks for all of
us. This observation is supported by
the Report of the Special Committee,
as well. We must, therefore, consider
whether creating a liability limitation
model will serve our interests inter-
nationally.

The Administration is working hard
to bring the Federal Government into
compliance. President Clinton decided
to have the Social Security Adminis-
tration’s computers overhauled first
and then tested and retooled and re-
tested, again. The President was able
to announce on December 28 that social
security checks will be printed without
any glitches in January 2000. That is
progress.

During the last Congress, I joined
with a number of other interested Sen-
ators to introduce and pass into law
the consensus bill known as ‘‘The Year
2000 Information and Readiness Disclo-
sure Act.’’ We worked on a bipartisan
basis with Senator BENNETT, Senator
DODD, the Administration, industry
representatives and others to reach
agreement on a bill to facilitate infor-
mation sharing to encourage Y2K com-
pliance. The new law, enacted less than
five months ago, is working to encour-
age companies to share Y2K solutions
and test results. It promotes company-
to-company information sharing while
not limiting rights of consumers.

The North American Electric Reli-
ability Council got a great response
from its efforts to obtain detailed Y2K
information from various industries.
We also know that large telephone
companies are sharing technical infor-
mation over websites designed to assist
each other in solving year 2000 prob-
lems. Under a provision I included,
that law also established a National
Y2K Information Clearinghouse and
Website at the General Services Ad-
ministration. That website is a great
place for small businesses to go to get
started in their Y2K efforts.

If, after careful study, there are
other reasonable efforts that Congress
can make to encourage more computer
preparedness for the millennium, then
we should work together to consider
them and work together to implement
them.

Legislative proposals to limit Y2K li-
ability now pending before the Com-
merce and Judiciary Committees were
printed in last Wednesday’s CONGRES-
SIONAL RECORD. Given the significant
impact these bills might have on State
contract and tort law and the legal
rights of all Americans, I trust that
the Senate will allow all interested
Committees to consider them carefully
before rushing to pass liability limita-
tion provisions that have not been jus-
tified or thoroughly examined.

The prospect of Y2K problems re-
quires remedial efforts and increased
compliance, which is what the ‘‘Small
Business Year 2000 Readiness Act,’’
S.314, will promote. It is not an excuse
for cutting off the rights of those who
will be harmed by the inaction of oth-
ers, turning our States’ civil justice ad-
ministration upside down, or immuniz-
ing those who recklessly disregard the
coming problem to the detriment of
their customers and American consum-
ers.

Ms. SNOWE. Mr. President, I rise
today in support of the Small Business
Year 2000 Readiness Act, of which I am
an original cosponsor.

I would like to begin by thanking
Senator BOND, who serves as Chairman
of the Senate Small Business Commit-
tee, for his leadership on this impor-
tant issue. As a member of the Small
Business Committee and a Senator
from a state where virtually all the
businesses are small businesses, I
strongly believe that assisting small
businesses prepare for the Year 2000
must be a top priority.

So many aspects of our lives are in-
fluenced by computers. I believe the
Y2K computer glitch is an issue of such
importance that it demands decisive
action on our part, because any delay
at this point will make this problem
exponentially more difficult to solve.

The bill before us today authorizes
loan guarantees for small businesses to
help with Y2K compliance. Loan guar-
antees will permit small businesses to
assess their computers’ Y2K compat-
ibility, identify changes to assure com-
patibility, and finance purchase or re-
pair of computer equipment and soft-
ware to ensure that is compatible with
Y2K. The loans will also allow small
businesses to hire third party consult-
ants to support their efforts.

Maine has an historical record of
self-reliance and small business enter-
prise, and I am extremely supportive of
the role the federal government can
play in promoting small business
growth and development. Small busi-
nesses are increasingly essential to
America’s prosperity, and they should
and will play a vital role in any effort
to revitalize our communities if we
help them enter the 21st Century in a
strong position.

As we all know, this problem stems
from a simple glitch—how the more
than 200 million computers in the
United States store the date within
their internal clocks.

Some computers and software may
not run or start if the internal clock
fails to recognize ‘‘00’’ as a proper year.
The computer can continue waiting for
you to enter what it thinks is a correct
date and prevent you from accessing
your records until you have done so.
Without access to your records, you
will be unable to track your inventory,
sales, or even your bank accounts.

I began to wonder what the effects
would be on small business when the
Commerce Committee held a hearing
on the issue last year. And after ques-
tioning officials, specifically Deputy
Secretary of Commerce Robert
Mallett, it became evident that many
small businesses simply didn’t have the
kind of time and resources that many
larger business may have at their dis-
posal to fix this potentially serious
problem.

At the Maine forums I sponsored last
year as a member of both the Com-
merce and Small Business Committees,
I worked to educate small businesses
on the Y2K threat, and it was a learn-
ing experience for me as well.

The impact of Y2K on the small busi-
ness community could be devastating.
According to a National Federation of
Independent Business and Wells Fargo
Bank study, 82 percent of small busi-
nesses are at risk.

Fortunately, it doesn’t have to be
that way. With the benefit of foresight
and proper planning, we can diffuse
this ticking time bomb and ensure that
the business of the nation continues on
without a hitch—or a glitch.

From a technical standpoint, the
necessary corrections are not difficult
to make. However, determining that
there’s a problem, finding people quali-
fied to fix the problem, and crafting a
solution to fit the individual needs of
different computers and programs
poses significant challenges.

We must put ourselves in the posi-
tion that a small business or entre-
preneur is in. Consider that this prob-
lem effects more than just your busi-
ness. By checking your system you are
only halfway to solving the problem.
You must also take time to ensure
your supplier, distributer, banker, and
accountant are also ‘‘cured’’ of the
Year 2000 problem.

For example, if you manufacture a
product on deadline, you’ll want to
make sure your computers will be able
to keep track of your delivery sched-
ule, inventory, and accounts receivable
and payable. If your system fails to do
this, the consequences could be debili-
tating for a business.

But think about this: suppose your
suppliers aren’t compatible, and their
system crashes. You may not receive
the raw materials you need to get your
product to market on time—devastat-
ing if you’re in a ‘‘just in time’’ deliv-
ery schedule with your supplier. And
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what happens when your shipper’s com-
puters go down for the count?

That is why it is so important that
we take steps to fix the problem now.
The year 2000 is almost upon us, and
each day that goes by trades away val-
uable time.

For the vast majority of businesses,
there are five simple steps toward com-
pliance. First, awareness of the prob-
lem. Second, assessing which systems
could be affected and prioritizing their
conversion or replacement. Third, ren-
ovating or replacing computer systems.
Fourth, validating or testing the com-
puter systems. And fifth, implementing
the systems.

The bill before us today will help
small business address these steps, and
I urge my colleagues to join in an over-
whelming show of support for our na-
tion’s small businesses by voting for
this important legislation.

Mr. President, I yield the floor.
Mr. LEVIN. Mr. President, as a mem-

ber of the Senate Small Business Com-
mittee and cosponsor of this legisla-
tion, I am pleased the Senate is acting
expeditiously on S. 314, the Small Busi-
ness Year 2000 Readiness Act. Making
affordable government guaranteed
loans available to small businesses to
correct the computer problem associ-
ated with the Year 2000, or Y2K, is a
critical part of that the federal govern-
ment can do to ensure that all busi-
nesses can become Y2K compliant by
the turn of the century.

As everyone knows by now, experts
are concerned that on January 1, 2000,
many computers will recognize a dou-
ble zero not as the year 2000 but as the
year 1900. This technical glitch could
cause the computers to stop running
altogether or start generating erro-
neous data. It is a serious problem that
should be taken seriously by busi-
nesses, large and small.

Unfortunately, surveys show that
many small businesses are not taking
the action they should be taking to fix
the problem and as a result could face
costly consequences on January 1, 2000.
According to recent research, nearly 25
percent of all businesses, of which 80
percent are small companies, have not
begun to prepare for the serious system
issues that are predicted to occur on
January 1, 2000.

One of the reasons for this lack of
preparedness by small businesses could
be the lack of access to funds to pay for
the needed repairs. That is why the
Senate Small Business Committee re-
ported by a unanimous vote this legis-
lation to establish a special loan pro-
gram for small businesses to pay for
Y2K repairs. Our hope is to move this
legislation expeditiously through the
106th Congress so that the special loan
program established by this bill will be
available in time to do Y2K repairs.
The full extent of the year 2000 problem
is unknown, but we can reduce the pos-
sibility of problems by taking action
now.

System failures can be costly and
that’s why it’s better to avoid them

rather than fix them after failure. As
we count down the remaining months
of this century, let’s give small busi-
nesses who have been the backbone of
our great economic prosperity access
to the funds they need to correct the
Y2K computer bug. For many of our
small businesses, S. 314 could help keep
them from suffering severe financial
distress or failure.

S. 314 requires the Small Business
Administration to establish a limited-
term government guaranteed loan pro-
gram to guarantee loans made by pri-
vate lenders to small businesses to cor-
rect their own Y2K problems or provide
relief from economic injuries sustained
as a result of its own or another enti-
ty’s Y2K computer problems. It offers
these loans at more favorable terms
than other government guaranteed
loans available to small businesses and
it allows small businesses to defer in-
terest for the first year. The bill report
language also includes a provision I
suggested allowing the favorable terms
of this lending program to be applied to
loans already granted to small busi-
nesses that were used primarily for
Y2K repairs but under less favorable
terms than offered under this program.
Since this loan program already passed
the Senate last year as a component of
a larger bill, some small businesses
may have already made the decision to
take out small business loans to pay
for Y2K repairs based on the reasonable
expectation that this program would be
enacted into law.

Ms. COLLINS. Mr. President, I rise in
support of S. 314, the Small Business
Year 2000 Readiness Act. The bill estab-
lishes a guaranteed loan program for
small businesses in order to remediate
existing computer systems or to pur-
chase new Year 2000 compliant equip-
ment. The loan program would be mod-
eled after the Small Business Adminis-
tration’s popular 7(a) loan program,
which has provided thousands of small
businesses funding to grow their oper-
ations.

Many small businesses are having
difficulty determining how they will be
affected by the millennium bug and
what they should do about it. Many of
them face not only technological but
also severe financial challenges in be-
coming Y2K-compliant. This legisla-
tion will help provide peace of mind to
the small business community
throughout the nation, which we must
help prepare now for the coming crisis.

The Small Business Year 2000 Readi-
ness Act would encourage business to
focus on Year 2000 computer problems
before they are upon us. A successful
program being operated in my State
underscores the benefits to such fore-
thought.

Through the efforts of the Maine
Manufacturing Extension Partnership
(MEP), a program funded through the
National Institutes of Science and
Technology, small businesses have
been successful in addressing their Y2K
problems. With the use of an assess-
ment tool, the Maine MEP is able to

provide small business owners road
maps for addressing critical Y2K issues
concerning accounting systems, com-
puterized production equipment, envi-
ronmental management systems, and
supplier vulnerabilities.

Once the Maine MEP completes an
assessment of technical Y2K problems,
it instructs the small business owner
on how to apply for a loan from the
Small Business Administration. As it
turns out, this step is crucial. Small
business owners have commented that,
while they need help in determining
their Y2K exposure, it is just as impor-
tant to have a place to turn for funding
so that they can take action to correct
possible problems. Because businesses
often do not budget for Y2K problems,
it is vital to give businesses some as-
surance that they will be able to bor-
row the funds necessary to remediate
their systems. The Small Business
Year 2000 Readiness Act does exactly
that.

My home State of Maine has over
35,000 small businesses, which were re-
sponsible for all of the net new jobs
created in our State from 1992 through
1996. With their diversity and innova-
tion, small businesses are the backbone
of our economy and the engine fueling
job growth.

Mr. President, by their very defini-
tion entrepreneurs are risk managers.
In the years that I have been working
with small businesses, I am aware of
countless experiences where the entre-
preneurial spirit has propelled business
owners to overcome major obstacles to
succeed. With the financial assistance
that this new SBA loan program will
offer, it is my expectation that small
businesses will indeed succeed in
squashing their Y2K bug.

Mr. MOYNIHAN. Mr. President, I am
delighted to see that the Senate passed
S. 314, the Small Business Year 2000
Readiness Act, today. I introduced this
bill with Senators CHRISTOPHER S.
BOND, JOHN F. KERRY, ROBERT F. BEN-
NETT, CHRISTOPHER J. DODD, and OLYM-
PIA SNOWE on January 27, 1999. S. 314
establishes a loan guarantee program
to help small businesses prepare for the
year 2000. Because our economy is
interdependent, we must make sure
that our small businesses are still up
and running and providing services on
January 1, 2000. This bill will help en-
sure that that is the case.

I began warning about the Y2K prob-
lem 3 years ago. Since that time, peo-
ple have begun to listen and progress
has been made on the Y2K front. The
federal government and large corpora-
tions are expected to have their com-
puters functioning on January 1, 2000.
Good news indeed. But small businesses
continue to lag behind in fixing the
millennium problem. I am confident
that the Readiness Act will help small
businesses remediate their computer
systems and I urge the House to con-
sider it forthwith. There is no time to
waste.

Mr. JEFFORDS. Mr. President, most
small businesses in Vermont rely on
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electronic systems to operate. Many of
these businesses are looking to the
Year 2000 with apprehension or out-
right despair. Small businesses rely on
microprocessors for manufacturing
equipment, telecommunications for
product delivery, and the mainstay of
data storage—computer chips. These
businessmen and women are concerned
about the financial effects of the Year
2000 Computer Bug will have on their
efforts to remedy the problem, as well
as those after-effects caused by system
failures. This is why I firmly believe
that the quick enactment of Senator
BOND’s bill, S. 314, the Small Business
Year 2000 Readiness Act should be a top
priority for Congress.

The legislation will go a long way to-
ward providing vitally needed loans for
the nation’s small businesses. This bill
serves three purposes: first, it will au-
thorize the U.S. Small Business Admin-
istration (SBA) to expand its guaran-
teed loan program so eligible small
businesses have the means to continue
operating successfully after January 1,
2000. Second, the bill will allow small
businesses to use Y2K loan proceeds to
offset economic injury sustained after
the year 2000 as a result of Y2K prob-
lems. Third, the legislation will high-
light those potential vulnerabilities
small businesses face from Y2K so
small businessmen and women under-
stand the risks involved.

Unfortunately, while many small
businesses are well aware of the Y2K
Millennium Bug, recent surveys indi-
cate that a significant proportion of
them do not plan on taking action be-
cause they do not believe it is a serious
enough threat. This bill will raise
awareness of Y2K risks so small busi-
nesses who may face problems will
choose to upgrade their hardware and
software computer systems. As costs of
doing so could be prohibitive for small
businesses the legislation will meet the
financial needs of small businesses by
ensuring access to guaranteed SBA
loans.

The operation of this legislation will
remain the same as the current SBA
loan program, where the agency guar-
antees the principal amount of a loan
made by a private lender to assist new
small businesses seeking to correct
Y2K computer problems. Those lenders
currently participating in the SBA’s
7(a) business loan program will also be
able to participate in the Y2K loan pro-
gram by accessing additional guaran-
teed loan funds.

Mr. President, I commend the efforts
of Chairman BOND on this legislation
and I hope for its quick enactment.
While this legislation will not eradi-
cate the potential effects Y2K may
have on electronic systems, it will at
least ensure that resources are avail-
able to those small businesses who try
to protect themselves from the threat,
or recuperate following a Y2K-related
difficulty.

Mr. KERREY. Mr. President, I rise to
make a few remarks concerning S. 314.
I am pleased that the Senate took a

step forward today to help small busi-
nesses prepare for the Year 2000 Prob-
lem. I am very concerned about Y2K’s
potential affect on small businesses
and rural communities, particularly in
my home state of Nebraska where tech-
nology is increasingly playing a vital
role in all aspects of commerce. In ad-
dition to the many small businesses
that use technology in everyday trans-
actions, Nebraska is home to a growing
high-technology industry that could be
derailed if we fail to take additional
steps to solve the Year 2000 problem.

High-technology companies account
for a significant portion of Nebraska’s
economic output. According to the
United States Bureau of Labor Statis-
tics, forty-four of every one-thousand
private sector workers in Nebraska are
employed by high-tech firms at an av-
erage salary of $37,000. Astonishingly,
that’s nearly $15,000 more than the av-
erage private sector wage.

This rapidly growing sector of Ne-
braska’s economy is a testament to the
ingenuity and work ethic that charac-
terize the citizens of our state. From
the data processing industry in Omaha
to the telecommunications and tech-
nology interests in Lincoln to elec-
tronic retail commerce and agri-
business interests in the panhandle,
Nebraskans are using and developing
unique technologies to improve their
lives. It’s clear that the information
age has arrived on the plains as nearly
one-fourth of Nebraska’s exports come
through high-tech trade.

Currently, Nebraska ranks 32nd in
high-tech employment and 38th in
high-tech average wage. The hard work
of community leaders across the state
has encouraged new technology compa-
nies to put down roots in Nebraska.
One of my top priorities is fostering
the continued development of advanced
communications networks and provid-
ing Nebraska’s kids with the math,
science and technology skills they need
to become productive members of this
industry. Telemedicine, distance learn-
ing and other telecommunications
services offer exciting new possibilities
for our businesses, schools and labor
force. I mention these successes, to un-
derscore how important technology has
become not only to Nebraska’s econ-
omy but to the nation’s economy.

S. 314 provides a new resource to
guarantee that the nation’s small busi-
nesses, high-tech and otherwise, will
have somewhere to turn to for finan-
cial help in solving this difficult prob-
lem. I hope the House will follow the
Senate’s lead and quickly take up this
important bill.

Mr. ASHCROFT. Mr. President, I
want to take an opportunity to con-
gratulate the senior Senator from my
home State for introducing and report-
ing the Small Business Year 2000 Read-
iness Act. This is an important bill
that I am happy to co-sponsor and sup-
port. The bill represents an important
step in Congress’ ongoing efforts to
limit the scope and impact of the Year
2000 problem before it is too late. Last

year, we passed the Year 2000 Informa-
tion and Readiness Disclosure Act,
which was an important first step in
removing any legal barriers that could
prevent individuals and companies
from doing everything possible to
eliminate Year 2000 problems before
they happen. I was particularly grati-
fied that I was able to work with Sen-
ators HATCH and LEAHY to include the
provisions of my temporary antitrust
immunity bill, S. 2384, in last year’s
act. However, as I said at the time, the
Disclosure Act must be understood as
only the first step in our efforts to deal
with this problem. Senator BOND’S bill,
along with the liability bills working
their way through the Commerce and
Judiciary Committees, on which I sit,
are the next logical steps in this ongo-
ing effort.

Countless computer engineers and ex-
perts are busy right now trying to
solve or minimize the Year 2000 and re-
lated date failure problems. Part of
what makes this problem so difficult to
address is that there is no one Year
2000 problem. There are countless dis-
tinct date failure problems, and no one
silver bullet will solve them all. The
absence of any readily-available one-
size-fits-all solution poses particularly
serious challenges for small business.

The Small Business Year 2000 Readi-
ness Act addresses this problem by pro-
viding loan guarantees to small busi-
nesses to remedy their year 2000 prob-
lems. The act provides the necessary
resources so that small businesses can
nip this problem in the bud, so that the
Year 2000 problem does not become the
Year 2000 disaster.

The act is narrowly targeted at ena-
bling small business to remedy Year
2000 issues before they lead to costly
damages and even more costly litiga-
tion. Like the antitrust exemption I
authored in the last Congress, this pro-
vision automatically sunsets once the
window of opportunity for avoiding
Year 2000 problems closes.

Finally, let me say, that like Year
2000 Information and Readiness Disclo-
sure Act we enacted last year, this law
does not offer a complete solution to
the Year 2000 problem. There are many
aspects to this problem—both domestic
and international—and there may be
limits to what government can do to
solve this problem. These loan guaran-
tees are one constructive step Congress
can take. Another constructive step is
to remove government-imposed obsta-
cles that limit the ability of the pri-
vate sector to solve this problem. For
example, Congress needs to address the
liability rules that govern litigation
over potential Year 2000 problems.
That process is ongoing in both the
Commerce and Judiciary Committees,
and I look forward to working with my
colleagues on both committees to
reach an acceptable approach that can
be enacted quickly.

The remaining issues are difficult,
but we cannot shrink from tackling the
tough issues. Many have talked about
the unprecedented prosperity gen-
erated by our new, high-tech economy.
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I want to make sure that the next cen-
tury is driven by these high-tech en-
gines of growth and is stamped made in
America. But we will not make the
next century an American Century by
dodging the tough issues and hoping
the Year 2000 problem will just go
away. We need to keep working toward
a solution.

Resources to address the Year 2000
problem, particularly time, are finite.
They must be focused as fully as pos-
sible on remediation, rather than on
unproductive litigation. This issue is
all about time, and we have precious
little left before the Year 2000 problem
is upon us. I hope we can continue to
work together on legislation like this
to free up talented individuals to ad-
dress this serious threat.

Mr. President, I yield the floor.
The PRESIDING OFFICER. Who

yields time?
Mr. BOND addressed the Chair.
The PRESIDING OFFICER. The Sen-

ator from Missouri.
Mr. BOND. I ask unanimous consent

that the Senator from Kentucky, Sen-
ator BUNNING, be added as a cosponsor
to the bill.

The PRESIDING OFFICER. Without
objection, it is so ordered.

Mr. BOND. Mr. President, if there are
no colleagues who wish to speak on the
Y2K bill, I ask unanimous consent that
time continue to be charged against me
on S. 314 but that I may be permitted
to speak up to 5 minutes as in morning
business to introduce a piece of legisla-
tion.

The PRESIDING OFFICER. Without
objection, it is so ordered.

(The remarks of Mr. BOND pertaining
to the introduction of S. 495 are located
in today’s RECORD under ‘‘Statements
on Introduced Bills and Joint Resolu-
tions.’’)

The PRESIDING OFFICER. Under
the previous order, the hour of 10:30
a.m. having arrived, the Senate will
now proceed to vote on passage of S.
314.

Mr. BOND. Mr. President, have the
yeas and nays been ordered?

The PRESIDING OFFICER. They
have not.

Mr. BOND. I ask for the yeas and
nays.

The PRESIDING OFFICER. Is there a
sufficient second?

There is a sufficient second.
The yeas and nays were ordered.
The PRESIDING OFFICER. The

question is on the engrossment and
third reading of the bill.

The bill was ordered to be engrossed
for a third reading and was read the
third time.

The PRESIDING OFFICER. The
question is on passage of the bill.

The yeas and nays have been ordered.
The clerk will call the roll.

The bill clerk called the roll.
Mr. NICKLES. I announce that the

Senator from Arizona (Mr. MCCAIN) is
necessarily absent.

The PRESIDING OFFICER. Are there
any other Senators in the Chamber de-
siring to vote?

The result was announced—yeas 99,
nays 0, as follows:

[Rollcall Vote No. 28 Leg.]

YEAS—99

Abraham
Akaka
Allard
Ashcroft
Baucus
Bayh
Bennett
Biden
Bingaman
Bond
Boxer
Breaux
Brownback
Bryan
Bunning
Burns
Byrd
Campbell
Chafee
Cleland
Cochran
Collins
Conrad
Coverdell
Craig
Crapo
Daschle
DeWine
Dodd
Domenici
Dorgan
Durbin
Edwards

Enzi
Feingold
Feinstein
Fitzgerald
Frist
Gorton
Graham
Gramm
Grams
Grassley
Gregg
Hagel
Harkin
Hatch
Helms
Hollings
Hutchinson
Hutchison
Inhofe
Inouye
Jeffords
Johnson
Kennedy
Kerrey
Kerry
Kohl
Kyl
Landrieu
Lautenberg
Leahy
Levin
Lieberman
Lincoln

Lott
Lugar
Mack
McConnell
Mikulski
Moynihan
Murkowski
Murray
Nickles
Reed
Reid
Robb
Roberts
Rockefeller
Roth
Santorum
Sarbanes
Schumer
Sessions
Shelby
Smith (NH)
Smith (OR)
Snowe
Specter
Stevens
Thomas
Thompson
Thurmond
Torricelli
Voinovich
Warner
Wellstone
Wyden

NOT VOTING—1

McCain

The bill (S. 314) was passed, as fol-
lows:

S. 314

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,
SECTION 1. SHORT TITLE.

This Act may be cited as the ‘‘Small Busi-
ness Year 2000 Readiness Act’’.
SEC. 2. FINDINGS.

Congress finds that—
(1) the failure of many computer programs

to recognize the Year 2000 may have extreme
negative financial consequences in the Year
2000, and in subsequent years for both large
and small businesses;

(2) small businesses are well behind larger
businesses in implementing corrective
changes to their automated systems;

(3) many small businesses do not have ac-
cess to capital to fix mission critical auto-
mated systems, which could result in severe
financial distress or failure for small busi-
nesses; and

(4) the failure of a large number of small
businesses due to the Year 2000 computer
problem would have a highly detrimental ef-
fect on the economy in the Year 2000 and in
subsequent years.
SEC. 3. YEAR 2000 COMPUTER PROBLEM LOAN

GUARANTEE PROGRAM.
(a) PROGRAM ESTABLISHED.—Section 7(a) of

the Small Business Act (15 U.S.C. 636(a)) is
amended by adding at the end the following:

‘‘(27) YEAR 2000 COMPUTER PROBLEM PRO-
GRAM.—

‘‘(A) DEFINITIONS.—In this paragraph—
‘‘(i) the term ‘eligible lender’ means any

lender designated by the Administration as
eligible to participate in the general busi-
ness loan program under this subsection; and

‘‘(ii) the term ‘Year 2000 computer prob-
lem’ means, with respect to information
technology, and embedded systems, any
problem that adversely effects the process-
ing (including calculating, comparing, se-
quencing, displaying, or storing), transmit-
ting, or receiving of date-dependent data—

‘‘(I) from, into, or between—

‘‘(aa) the 20th or 21st centuries; or
‘‘(bb) the years 1999 and 2000; or
‘‘(II) with regard to leap year calculations.
‘‘(B) ESTABLISHMENT OF PROGRAM.—The Ad-

ministration shall—
‘‘(i) establish a loan guarantee program,

under which the Administration may, during
the period beginning on the date of enact-
ment of this paragraph and ending on De-
cember 31, 2000, guarantee loans made by eli-
gible lenders to small business concerns in
accordance with this paragraph; and

‘‘(ii) notify each eligible lender of the es-
tablishment of the program under this para-
graph, and otherwise take such actions as
may be necessary to aggressively market the
program under this paragraph.

‘‘(C) USE OF FUNDS.—A small business con-
cern that receives a loan guaranteed under
this paragraph shall only use the proceeds of
the loan to—

‘‘(i) address the Year 2000 computer prob-
lems of that small business concern, includ-
ing the repair and acquisition of information
technology systems, the purchase and repair
of software, the purchase of consulting and
other third party services, and related ex-
penses; and

‘‘(ii) provide relief for a substantial eco-
nomic injury incurred by the small business
concern as a direct result of the Year 2000
computer problems of the small business
concern or of any other entity (including any
service provider or supplier of the small
business concern), if such economic injury
has not been compensated for by insurance
or otherwise.

‘‘(D) LOAN AMOUNTS.—
‘‘(i) IN GENERAL.—Notwithstanding para-

graph (3)(A) and subject to clause (ii) of this
subparagraph, a loan may be made to a bor-
rower under this paragraph even if the total
amount outstanding and committed (by par-
ticipation or otherwise) to the borrower from
the business loan and investment fund, the
business guaranty loan financing account,
and the business direct loan financing ac-
count would thereby exceed $750,000.

‘‘(ii) EXCEPTION.—A loan may not be made
to a borrower under this paragraph if the
total amount outstanding and committed
(by participation or otherwise) to the bor-
rower from the business loan and investment
fund, the business guaranty loan financing
account, and the business direct loan financ-
ing account would thereby exceed $1,000,000.

‘‘(E) ADMINISTRATION PARTICIPATION.—Not-
withstanding paragraph (2)(A), in an agree-
ment to participate in a loan under this
paragraph, participation by the Administra-
tion shall not exceed—

‘‘(i) 85 percent of the balance of the financ-
ing outstanding at the time of disbursement
of the loan, if the balance exceeds $100,000;

‘‘(ii) 90 percent of the balance of the fi-
nancing outstanding at the time of disburse-
ment of the loan, if the balance is less than
or equal to $100,000; and

‘‘(iii) notwithstanding clauses (i) and (ii),
in any case in which the subject loan is proc-
essed in accordance with the requirements
applicable to the SBAExpress Pilot Program,
50 percent of the balance outstanding at the
time of disbursement of the loan.

‘‘(F) PERIODIC REVIEWS.—The Inspector
General of the Administration shall periodi-
cally review a representative sample of loans
guaranteed under this paragraph to mitigate
the risk of fraud and ensure the safety and
soundness of the loan program.

‘‘(G) ANNUAL REPORT.—The Administration
shall annually submit to the Committees on
Small Business of the House of Representa-
tives and the Senate a report on the results
of the program carried out under this para-
graph during the preceding 12-month period,
which shall include information relating to—
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‘‘(i) the total number of loans guaranteed

under this paragraph;
‘‘(ii) with respect to each loan guaranteed

under this paragraph—
‘‘(I) the amount of the loan;
‘‘(II) the geographic location of the bor-

rower; and
‘‘(III) whether the loan was made to repair

or replace information technology and other
automated systems or to remedy an eco-
nomic injury; and

‘‘(iii) the total number of eligible lenders
participating in the program.’’.

(b) GUIDELINES.—
(1) IN GENERAL.—Not later than 30 days

after the date of enactment of this Act, the
Administrator of the Small Business Admin-
istration shall issue guidelines to carry out
the program under section 7(a)(27) of the
Small Business Act, as added by this section.

(2) REQUIREMENTS.—Except to the extent
that it would be inconsistent with this sec-
tion or section 7(a)(27) of the Small Business
Act, as added by this section, the guidelines
issued under this subsection shall, with re-
spect to the loan program established under
section 7(a)(27) of the Small Business Act, as
added by this section—

(A) provide maximum flexibility in the es-
tablishment of terms and conditions of loans
originated under the loan program so that
such loans may be structured in a manner
that enhances the ability of the applicant to
repay the debt;

(B) if appropriate to facilitate repayment,
establish a moratorium on principal pay-
ments under the loan program for up to 1
year beginning on the date of the origination
of the loan;

(C) provide that any reasonable doubts re-
garding a loan applicant’s ability to service
the debt be resolved in favor of the loan ap-
plicant; and

(D) authorize an eligible lender (as defined
in section 7(a)(27)(A) of the Small Business
Act, as added by this section) to process a
loan under the loan program in accordance
with the requirements applicable to loans
originated under another loan program es-
tablished pursuant to section 7(a) of the
Small Business Act (including the general
business loan program, the Preferred Lender
Program, the Certified Lender Program, the
Low Documentation Loan Program, and the
SBAExpress Pilot Program), if—

(i) the eligible lender is eligible to partici-
pate in such other loan program; and

(ii) the terms of the loan, including the
principal amount of the loan, are consistent
with the requirements applicable to loans
originated under such other loan program.

(c) REPEAL.—Effective on December 31,
2000, this section and the amendments made
by this section are repealed.

Mr. BENNETT. Mr. President, I move
to reconsider the vote.

I move to lay that motion on the
table.

The motion to lay on the table was
agreed to.

The PRESIDING OFFICER. The Sen-
ator from Vermont is recognized.

Mr. LEAHY. I ask unanimous con-
sent for 7 minutes as in morning busi-
ness.

The PRESIDING OFFICER. Without
objection, it is so ordered.
f

RESTRAINING CONGRESSIONAL IM-
PULSE TO FEDERALIZE MORE
LOCAL CRIME LAWS

Mr. LEAHY. Mr. President, every
Congress in which I have served—I
have served here since 1975—has fo-

cused significant attention on crime
legislation. It doesn’t make any dif-
ference which party controls the White
House or either House of Congress, the
opportunity to make our mark on the
criminal law has been irresistible. In
fact, more than a quarter of all the
Federal criminal provisions enacted
since the Civil War—a quarter of all
Federal criminal provisions since the
Civil War—have been enacted in the 16
years since 1980, more than 40 percent
of those laws have been created since
1970.

In fact, at this point the total num-
ber is too high to count. Last month, a
task force headed by former Attorney
General Edwin Meese and organized by
the American Bar Association released
a comprehensive report. The best the
task force could do was estimate the
Federal crimes to be over 3,300. Even
that doesn’t count the nearly 10,000
Federal regulations authorized by Con-
gress that carry some sort of sanction.

I have become increasingly con-
cerned about the seemingly uncontrol-
lable impulse to react to the latest
headline-grabbing criminal caper with
a new Federal prohibition. I have to
admit, I supported some of the initia-
tives. Usually, the expansion of Federal
authority by the creation of a new Fed-
eral crime is only incremental. Some
crime proposals, however, are more
sweeping, and they invite Federal en-
forcement authority into entirely new
areas traditionally handled by State
and local law enforcement.

In the last Congress, for example, the
majority on the Senate Judiciary Com-
mittee reported to the Senate a juve-
nile crime bill that would have granted
Federal prosecutors broad new author-
ity to investigate and prosecute Fed-
eral crimes committed by juveniles—
crimes now normally deferred to the
State. In addition, it would have com-
pelled the States to revise the manner
in which they dealt with juvenile
crime, overridden all the State legisla-
tures and told them to comport with a
host of new Federal mandates. I stren-
uously opposed this legislation on fed-
eralism and other grounds.

Even the Chief Justice of the U.S.
Supreme Court went out of his way in
his 1997 Year-End Report of the Federal
Judiciary to caution against ‘‘legisla-
tion pending in Congress to ‘federalize’
certain juvenile crimes.’’ The Meese
Task Force also cites this legislation
‘‘as an example of enhanced Federal at-
tention where the need is neither ap-
parent nor demonstrated.’’

The Meese Task Force report chided
Congress for its indiscriminate passage
of new Federal crimes wholly duplica-
tive of existing State crimes. This
Task Force was told by a number of
people that these new Federal laws are
passed not because they were needed
‘‘but because Federal crime legislation
in general is thought to be politically
popular. Put another way, it is not con-
sidered politically wise to vote against
crime legislation, even if it is mis-
guided, unnecessary, and even harm-

ful.’’ We all appreciate the hard truth
in this observation.

While the juvenile crime bill was not
enacted, we have not always generated
such restraint. The Meese Task Force
examined a number of other Federal
crimes, such as drive-by shooting,
interstate domestic violence, murder
committed by prison escapees, and oth-
ers, that encroach on criminal activity
traditionally handled by the States—
almost reaching the point that jay-
walking in a suburban subdivision
could become a Federal crime because
that street may lead to a State road
which may lead to a Federal road. You
see where we are going. The Task
Force found that federal prosecution of
those traditional State crimes was
minimal or nonexistent. Given the
dearth of Federal enforcement, one is
tempted to conclude that maybe the
Federal laws do not encroach and that
any harm to State authority from pas-
sage of these laws is similarly mini-
mal. But the task force debunks the
notion that federalization is ‘‘cost-
free.’’

Federalizing criminal activity al-
ready covered by State criminal laws
that are adequately enforced by State
or local law enforcement authorities
raises three significant concerns, even
if the Federal enforcement authority is
not exercised.

First, dormant Federal criminal laws
may be revived at the whim of a federal
prosecutor. Even the appearance—let
alone the actual practice—of selec-
tively bringing Federal prosecutions
against certain individuals whose con-
duct also violates State laws, and the
imposition of disparate Federal and
State sentences for essentially the
same underlying criminal conduct, of-
fends our notions of fundamental fair-
ness and undermines respect for the en-
tire criminal justice system. The Task
Force criticizes the ‘‘expansive amount
of unprincipled overlap in which very
large amounts of conduct are suscep-
tible to selection for prosecution as ei-
ther federal or state crime is intoler-
able.’’

Second, every new Federal crime re-
sults in an expansion of Federal law en-
forcement jurisdiction and further con-
centration of policing power in the
Federal government. Americans natu-
rally distrust such concentrations of
power. That is the policy underlying
our posse comitatus law prohibiting
the military from participating in gen-
eral law enforcement activities. Ac-
cording to the Task Force, Federal law
enforcement personnel have grown a
staggering 96 percent from 1982 to 1993
compared to a growth rate of less than
half that for State personnel. The Task
Force correctly notes in the report
that:

Enactment of each new federal crime
bestows new federal investigative power on
federal agencies, broadening their power to
intrude into individual ives. Expansion of
federal jurisdiction also creates the oppor-
tunity for greater collection and mainte-
nance of data at the federal level in an era
when various databases are computerized
and linked.
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